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1. **Objective**

The main objective of this case study is to investigate the applicability of the **Enhancing Cyber-Incident Management Process Using Feature Models** (FBCIP) to real-world incident attacks. This case study assesses the effectiveness of FBCIP processes in five different companies from the top industries at risk for cyberattacks, specifically finance, healthcare, and education. The study evaluates how the use of the proposed process impacts the ability of the incident response team (IRT) of each company to respond swiftly to cyber incidents and mitigate potential damage.

1. **Experiment**

Based on the presentation section, the explanation of the proposed process, and the case study procedure, please resolve the cyber-incident using both the cyber-incident management process and the FBCIMP[[1]](#footnote-1).

A cyber incident in the finance sector refers to any unauthorized access, disruption, or manipulation of financial systems, data, or services through the use of technology. Such incidents can have severe consequences for financial institutions, businesses, and their customers. Here are the incidents that the IRT needs to handle:

Description: Unauthorized access to financial databases, customer accounts, or other sensitive financial information, leading to the exposure of confidential data. A hacker gains access to a bank's customer database, compromising account numbers, personal details, and transaction history.
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1. For confidentiality issues, we hide the name of company. [↑](#footnote-ref-1)